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over this trunk. 

Enable SRTP 
Define if SRTP is enabled for this trunk, it depends on 
provider’s configuration. 

Qualify Send check alive packets to the SIP provider. 
Enable outbound 
proxy server 

A proxy that receives requests from a client, even though 
it may not be the server resolved by the Request-URI. 

Codec Define the codec for this SIP trunk and its priority 

Transport 
This will be the transport method used by the SIP Trunk. 
This method is given by the SIP trunk provider. The 
options are UDP (default) or TCP or TLS. 

DTMF Mode 
Set default mode for sending DTMF of this trunk. Default 
setting: rfc2833 

DOD settings 
DOD (Direct Outward Dialing) means the caller ID 
displayed when dialing out, before configure this, and 
please make sure the provider supports this feature. 

 
3) Service provider 
This is service provider trunk (peer to peer mode), which uses IP address only. 
If you have got a trunk with only IP address, please choose this type. 

 

Figure 7-16 

 
Items Description 
Trunk Type Choose trunk mode to register to provider 
Type Choose the type of this trunk, SIP or IAX 
Provider Name Input the name of provider 

Hostname/IP 

Service provider’s hostname or IP address, 
5060 is the standard port number used by SIP 
protocol. Don’t change this part if it is not 
required. 
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Figure 7-17 

 
Items Description 
Qualify Send check alive packets to the SIP provider. 

Maximum Channels 
Controls the maximum number of simultaneous calls, set 
as 0 to specify no limit 

Codec Define the codec for this SIP trunk and its priority 

Transport 
This will be the transport method used by the SIP Trunk. 
This method is given by the SIP trunk provider. The 
options are UDP (default) or TCP or TLS. 

DTMF Mode 
Set default mode for sending DTMF of this trunk. Default 
setting: rfc2833 

DOD settings 
DOD (Direct Outward Dialing) means the caller ID 
displayed when dialing out, before configure this, and 
please make sure the provider supports this feature. 
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7.2.2 Trunk Group 

To route the call from GSM/UTMTS/CDMA trunk to VoIP trunk group, we can 
create trunk group in this page. 

 
Figure 7-18 

Click “Add New Trunk Group” to add a new one, or edit the defaut one. All the 
VoIP trunk will be listed here, we can choose the desired trunks to the right side 
as a group. 

 
Figure 7-19 

7.2.3 SIP Settings 

This is the SIP settings in NeoGate, including General settings, NAT, Codecs, Qos, 
Response code and Advanced settings. 
 
1) General 
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Figure 7-20 

 
 
Items Description 
UDP Port Port used for SIP registrations, Default is 5060 
TCP Port Port used for SIP registrations, Default is 5060 
TLS Port Port used for SIP registrations, Default is 5061 

TLS Verify Server 
When using NeoGate TG as a TLS client, whether or 
not to verify server’s certificate. It is “No” by 
default. 

TLS Verify Client 
When using NeoGate TG as a TLS server, whether or 
not to verify client’s certificate. It is “No” by default. 

TLS Ignore Common 
Name 

Set this parameter as “No”, then common name 
must be the same with IP or domain name. 

TLS Client Method 
When using NeoGate TG as TLS client, specify the 
protocol for outbound TLS connections. You can 
select it as tlsv1, sslv2 or sslv3. 

RTP Port Start Beginning of RTP port range 
RTP Port End End of RTP port range 

DTMF Mode 
Set default mode for sending DTMF. Default setting: 
rfc2833 

Max 
Registration/Subscription 
Time 

Maximum duration (in seconds) of a SIP 
registration. Default is 3600 seconds. 

Min 
Registration/Subscription 

Minimum duration (in seconds) of a SIP registration. 
Default is 60 seconds 
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Time 
Default 
Incoming/Outgoing 
Registration Time 

Default Incoming/Outgoing Registration Time: 
Default duration (in seconds) of incoming/outgoing 
registration. 

Register Attempts 
The number of SIP REGISTER messages to send to a 
SIP Registrar before giving up. Default is 0 (no limit) 

Register Timeout 
Number of seconds to wait for a response from a SIP 
Registrar before timed out. Default is 20 seconds. 

Calling Channel Codec 
Priority 

Once enabled, when dialing out via SIP/SPS trunks, 
the codec of calling channel will be selected in 
preference. If not, NeoGate TG will follow the 
priority in your SIP/SPS trunks. 

Video Support Support for SIP video or no. Default is yes. 

Max Bit Rate 
Configure the max bit rate for video stream. The 
default: 384kb/s 

DNS SRV Look Up 
Please enable this option when your SIP trunk 
contains more than one IP address. 

User Agent 
To change the user agent parameter of asterisk, the 
default is “NeoGate TG”, you can change it if 
needed. 

 
2) NAT 
Note: Configuration of this section is required when using remote extensions 
generally. 

 
Figure 7-21 

 
Items Description 

Enable STUN 
STUN (Simple Traversal of UDP through NATs) is a protocol for 
assisting devices behind a NAT firewall or router with their 
packet routing. 

STUN Address 
The STUN server allows clients to find out their public address, 
the type of NAT they are behind and the internet side port 
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associated by the NAT with a particular local port. This 
information is used to set up UDP communication between the 
client and the VOIP provider and so establish a call. 

External IP 
Address 

The IP address that will be associated with outbound SIP 
messages if the system is in a NAT environment. 

External Host 

Alternatively you can specify an external host, and the system 
will perform DNS queries periodically. 
This setting is only required when your public IP address is not 
static. It is recommended that a static public IP address is 
used with this system. Please contact your ISP for more 
information. 

External 
Refresh 
Interval 

Used to identify the local network using a network 
number/subnet mask pair when the system is behind a NAT or 
firewall.  
Some examples of this are as follows: 
“192.168.0.0/255.255.0.0”: All RFC 1918 addresses are local 
networks; 
“10.0.0.0/255.0.0.0”: Also RFC1918; 
“172.16.0.0/12”:Another RFC1918 with CIDR notation;  
“169.254.0.0/255.255.0.0”: Zero conf local network. 
Please refer to RFC1918 for more information. 

NAT Mode 

Global NAT configuration for the system; the options for this 
setting are as follows:  
Yes = Use NAT. Ignore address information in the SIP/SDP 
headers and reply to the sender's IP address/port. 
No = Use NAT mode only according to RFC3581. 
Never = Never attempt NAT mode or RFC3581 support. 
Route = Use NAT but do not include rport in headers. 

Allow RTP 
Reinvite 

By default, the system will route media steams from SIP 
endpoints through itself. Enabling this option causes the 
system to attempt to negotiate the endpoints to route packets 
to each other directly, bypassing the system. It is not always 
possible for the system to negotiate endpoint-to-endpoint 
media routing. 

 
3) Codecs 
We can choose the allowed codec in NeoGate TG, a codec is a compression or 
decompression algorithm that used in the transmission of voice packets over a 
network or the Internet. More information about codec, you can refer to this 
page: http://en.wikipedia.org/wiki/List_of_codecs 
 

http://en.wikipedia.org/wiki/List_of_codecs
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Figure 7-22 

If you want to use codec G729, we recommend buying a license key and input 
it here. 
 
4) Qos 
QoS (Quality of Service) is a major issue in VoIP implementations. The issue is 
how to guarantee that packet traffic for a voice or other media connection will 
not be delayed or dropped due interference from other lower priority traffic. 
When the network capacity is insufficient, QoS could provide priority to users by 
setting the value.  

 
Figure 7-23 

Note: It’s recommended that you configure the QoS in your router or switch 
instead of NeoGate side. 
 
5) Response Code 
NeoGate supports to change the code from GSM/UTMTS/CDMA provider to the 
one you wanted before sending it back to your IPPBX, it helps the IPPBX 
understand better the exact call status, like busy, no response and others. 
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Figure 7-24 

Note: We don’t’ recommend configuing this if you are not familiar to the code of 
call status from mobile carrier and your IPPBX. 
 
6) Advanced Settings 

 
Figure 7-25 

 
Items Description 
From Field Where to get the caller ID in SIP packet 
To Field Where to get the DID in SIP packet 

180 Ringing 
It is set when the telecom provider needs. 
Usually it is not needed 

Remote Party ID 
Whether send Remote-Party-ID on SIP header. 
Default no. 

Allow Guest 
Whether allow anonymous registration 
extension. Default: no. It’s recommended to be 
disabled for security. 

Pedantic Enable pedantic parameter. Default: no. 

Alwaysauthreject 

If enabled, when NeoGate TG rejects “Register” 
or “Invite” packets, NeoGate TG always 
respond the packets using “SIP404 NOT 
FOUND”. It’s recommended to be enabled for 
security. 
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Session -timers 
Enable session-timer mode, default: yes. If you 
found the call is cut off every 15 minutes every 
time, please disable this. 

Session-expires The max refresh interval 

·Session-minse 
The min refresh interval, which mustn't be 
shorter than 90s 

Session-refresher Choose session-refresher, the default is Uas 
 

7.2.4 IAX Settings 

IAX is the Internal Asterisk Exchange protocol, you can connect to NeoGate TG 
or register IAX trunk to another IAX server. It’s supported by the asterisk-based 
IPPBX. 
 

 
Figure 7-26 

 
Items Description 
Bind Port Port used for IAX2 registrations. Default is 4569. 

Bandwidth 
Low/medium/high with this option you can control 
which codec to be used. 

Min Registration Time 
Minimum duration (in seconds) of an IAX2 registration. 
Default is 60 seconds 

Max Registration Time 
Maximum duration (in seconds) of an IAX2 
registration. Default is 1200 seconds. 

Codecs Enable the codec you want for IAX communication. 
 

7.2.5 General Preferences 
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Figure 7-27 

 
Items Description 

Ring Timeout 
The global time out value for extensions, it’s 30 by 
default. 

MAX Call Duration 
The global max call duration setting for all 
extensions, it’s 6000 by default. 

HTTP Bind Port 
Port used for HTTP sessions; Default: 80. 
If you change this, please reboot to take effect. 

Two Stage Dialing Prompt 
Choose the customized two stage dialing prompt; 
it’s disabled by default. 

 

7.3 Routes Settings 

To route the call to the correction destination, we should configure this page well, 
including the mobile to IP and IP to mobile settings. 

7.3.1 Mobile to IP 

This is the route page specifying how to route the calls from GSM/UTMTS/CDMA 
channel to IPPBX. There is a default route here, and we can create a new one or 
edit the old one. There are two modes for you to configure that. 

 
Figure 7-28 

 
1) Simple Mode 
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Figure 7-29 

This is the simple mode. What we need to do is just choose the incoming source 
trunk and the destination trunk you want to route the call to, NeoGate will allow 
all incoming calls and route it to the destination trunk without any modification.  
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2) Advanced route 

 
Figure 7-30 

When simple mode is set as “No”, you can check the advanced settings. 
Items Description 
Route name A name for this route 
Call Source Choose the trunk where incoming call comes from 

Inbound caller pattern 
Match the prefix of caller ID for incoming calls. 
Hover the pointer over  to read tips. 

Enable Callback 
Choose whether call back is enabled, you can 
configure the advanced call back settings in part: 
7.3.4. 

Call Destination Choose the destination trunk to route the call to 

Hotline 
When it’s configred, this number will be dial via 
destination trunk permanently 

Outbound Dial Pattern 
Outbound calls that match this dial pattern will 
use this outbound route. Hover the pointer over 

 to read tips. 

Strip digits from front 
before dialing 

Allow the user to specify the number of digits that 
will be stripped from the front of the phone 
number before the call is placed. 

Prepend these digits before 
dialing 

These digits will be prepended to the phone 
number before the call is placed 
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7.3.2 IP to Mobile 

This is the route page specifying how to route the calls from VoIP trunk to 
GSM/UTMTS/CDMA channel. There is a default route here, and we can create a 
new one or edit the old one. There are two modes for you to configure that also. 

 
Figure 7-31 

1) Simple Mode 
This is the simple mode. What we need to do is just choose the incoming source 
trunk and the destination trunk you want to route the call to, NeoGate will allow 
all incoming calls and route it to destination trunk without any modification.  

 
Figure 7-32 
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2) Advanced mode 
 

 
Figure 7-33 

When simple mode is set as “No”, you can check the advanced settings. 
Items Description 
Route name A name for this route 
Call Source Choose the trunk where incoming call comes from 

Inbound caller pattern 
Match the prefix of caller ID for incoming calls. 
Hover the pointer over  to read tips. 

DID number 

Define the expected DID Number if this trunk 
passes DID on incoming calls. Leave this field blank 
to match calls with any or no DID info. You can also 
use pattern matching to match a range of 
numbers. 

DID Associated Number 

Define the extension for DID number. You can only 
input number and “-” in this field, and the format 
can be xxx or xxx-xxx. The count of the number 
must be only one or equal the count of the DID 
number 
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Enable Callback 
Choose whether call back is enabled, you can 
configure the advanced call back settings in part: 
7.3.4. 

Call Destination Choose the destination trunk to route the call to 

Hotline 
When it’s configred, this number will be dial via 
destination trunk permanently 

Two stage Dial 
Enable it to get the customized two stage dial tone 
before dial out, it’s disabled by default. 

Outbound Dial Pattern 
Outbound calls that match this dial pattern will use 
this outbound route. Hover the pointer over  to 
read tips. 

Strip digits from front 
before dialing 

Allows the user to specify the number of digits that 
will be stripped from the front of the phone number 
before the call is placed. 

Prepend these digits 
before dialing 

These digits will be prepended to the phone 
number before the call is placed 

 

7.3.3 Blacklist 

Blacklist is used to block an incoming/outgoing call. If the number of 
incoming/outgoing call is listed in the number blacklist, the caller will hear the 
following prompt: “The number you have dialed is not in service. Please check 
the number and try again”. The system will then disconnect the call. 

 
Figure 7-34 

We can add a number with the type: inbound, outbound or both. 
 

7.3.4 Callback Settings 

NeoGate TG allows caller A to dial an inbound route number, and after hearing 
the ring, A can hang up the call or wait for NeoGate TG to cut off the call, then 
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NeoGate TG will call A with this number. When A picks up the call, A can dial the 
number he wants to call; NeoGate TG will route this call to destination trunk. 
 
Notes:  
1. If you’d like to use callback feature, please make sure it’s enabled on 
the “Mobile to IP” or “IP to Mobile” setting panel. 
2. No callback rules needed to be set if the trunk supports call back with the 
caller ID directly. 

 
Figure 7-35 

If you want to apply Callback function to all incoming numbers, please tick Allow 
All numbers. 
 
Follow the step to use this function. 
Step 1: Enable Callback. 
On the “mobile to IP” or “IP to Mobile” setting panel—Choose “Yes” on” Enable 
Callback” to enable this function. 
 

 
Figure 7-36 

 
Step 2: Create Callback number 
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Figure 7-37 

 
 
 
 
 
Step 3: Create Callback Rules 
You will need to create callback rules when the system should strip or add digits. 

 
Figure 7-38 

 
Items Description 
Trunk Name Choose the trunk with callback rules 

Strip digits from front 
Define how many digits will be stripped from the call 
in number before the callback is placed. 

Prepend before dialing 
Define digits added before a callback number before 
the callback is placed 
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8 Applications 
 
Application 1 

Figure 8-1 

 
 
Application 2 
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Figure 8-2 

 
 

[Finish] 
 

 

 

 

 

 

 

 


